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The special session aims to bring researchers together from academia and industry 
to share the state-of-the art research and development in the areas of Cyber Security 
and Digital Investigation. The main objective of this workshop is to invite papers 
that illustrate new ideas, innovative research results, or systematic reviews in the 
areas of Cyber Security and Digital Investigation. 
Papers, special sessions, tutorials, and workshops addressing all aspects of security 
in information and networks are being sought. Researchers and industrial 
practitioners working on the following and related subjects are especially 
encouraged. Doctoral students are encouraged to propose papers on ongoing 
research 
The workshop aims to bring researchers together from academia and industry to 
share the state-of-the art research and development in the areas of Cyber Security 
and Digital Investigation. The main objective of this workshop is to invite papers 
that illustrate new ideas, innovative research results, or systematic reviews in the 
following topics, but are not limited to: 
• Anti and Counter Forensics 
• Big Data and Digital Forensics 
• Business Applications of Digital Forensics 
• Cloud Forensics 
• Computer Forensics and Cybersecurity 
• Cyber Crime Investigations 
• Cyber Criminal Psychology and Profiling 
• Cyber Culture and Cyber Terrorism 
• Cyber Forensics 
• Data Hiding and Recovery/Steganography 
• Digital Forensic and Information Security 
• Digital Forensic Tool Testing and validation 
• Digital Forensics and Data Analytics 
• Digital Forensics and Incident Response 
• Digital Forensics Process and Procedures 
• Digital Forensics Standardization and Accreditation 
 
Special Session Organizers: 
Waseem Iqbal, National University of Sciences and Technology (NUST), Pakistan 
Yawar Abbas, National University of Sciences and Technology (NUST), Pakistan 

Deadlines: 

• Full Paper Submission: Septembre 15, 2022 

• Notification of Acceptance: September 21, 2022 

• Camera Ready Submission: October 11, 2022 
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